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VÄLISKAUBANDUS- JA INFOTEHNOLOOGIAMINISTER 

MÄÄRUS 

 

Küberintsidentide registri põhimäärus 

 

Määrus kehtestatakse küberturvalisuse seaduse § 13 lõike 3 alusel. 

 

 

1. peatükk 

Üldsätted 

 

§ 1. Andmekogu asutamine ja selle nimetus  

 

Määrusega asutatakse andmekogu nimetusega „Küberintsidentide register“ (edaspidi register).  

 

§ 2. Registri pidamise eesmärk  

 

Registri eesmärk on küberintsidentide üle arvestuse pidamine küberintsidentide tuvastamiseks, 

analüüsimiseks, lahendamiseks, ohuteadete edastamiseks ja järelevalve teostamiseks.  

 

§ 3. Registri vastutav töötleja  

 

Registri vastutav töötleja on Riigi Infosüsteemi Amet (edaspidi vastutav töötleja).  

 

§ 4. Andmete õiguslik tähendus  

 

Registri andmetel on informatiivne tähendus.  

 

§ 5. Registri pidamine 

 

Registrit peetakse ja andmeid säilitatakse elektroonilisel kujul.  

 

§ 6. Registri turvalisus  

 

Registri turvaklass on K1T1S2 ja turbeaste on M. 

 

2. peatükk 

Andmete koosseis ja andmete esitamine registrisse  

 

§ 7. Registri andmete koosseis  



 

(1) Registrisse kantakse andmed küberintsidendi ja andmeandja kohta. 

 

(2) Küberintsidendi kohta kantakse registrisse järgmised andmed:  

1) mõjutatud võrgu- ja infosüsteemi haldaja;  

2) mõju ulatus;  

3) avastamise, eeldatava tekkimise ja lahendamise aeg;  

4) loetelu võrgu- ja infosüsteemidest, mida küberintsident mõjutab või võib mõjutada;  

5) tekkepõhjuste kirjeldus;  

6) andmeandja ja lahendaja;  

7) lahendamiseks kulunud aeg ja rakendatud turvameetmete kirjeldus; 

8) tuvastamiseks, analüüsimiseks ning lahendamiseks edastatud lingid, failid ja logid. 

 

(3) Andmeandja ja lahendaja kohta kantakse registrisse: 

1) juriidilise isiku nimi või nimetus, tema esindaja ees- ja perenimi ning kontaktandmed; 

2) füüsilise isiku nimi ja kontaktandmed. 

 

§ 8. Andmeandja  

 

Registrisse esitab andmeid: 

1) teenuse osutaja küberturvalisuse seaduse tähenduses;   

2) riigi- või kohaliku omavalitsuse üksuse asutus;  

3) muu isik, kes esitab vastutavale töötlejale teabe küberintsidendist.  

 

§ 9. Andmete registrisse kandmine 

 

Andmed kannab registrisse vastutav töötleja andmeandja edastatud teavituse või raporti 

alusel.  

 

3. peatükk 

Andmete kaitse 

 

§ 10. Juurdepääs andmetele  

 

(1) Vastutav töötleja määrab isikud, kellel on õigus töödelda registriandmeid töö- või 

teenistusülesannete täitmiseks ning nende õiguste ulatuse. 

 

(2) Vastutav töötleja peab arvestust kellele, millisel eesmärgil, millal, millisel viisil ja 

missuguseid andmeid registrist väljastatakse. 

 

(3) Iga registrisse tehtud päringu või kande, andmete lisamise, muutmise, sulgemise või 

kustutamise kohta säilitatakse vähemalt järgmised andmed:  

1) päringu või kande tegija andmed;  



2) päringu või kande tegemise sisu, kuupäev ja kellaaeg. 

 

§ 11. Andmete õigsus  

 

(1) Andmeandja vastutab tema poolt vastutavale töötlejale edastatud andmete õigsuse eest.  

 

(2) Kui vastutav töötleja teeb kindlaks, et registris on ebaõiged andmed, võtab ta tarvitusele 

vajalikud meetmed andmete parandamiseks. 

 

§ 12. Andmete säilitustähtaeg  

 

Registri andmeid säilitatakse viis aastat alates intsidendi lahendamisest või viis aastat alates 

intsidendi registreerimisest, kui intsidendil pole mõju. Registri logisid säilitatakse üks aasta. 

 

4. peatükk 

Registri finantseerimine ja likvideerimine 

§ 13. Registri finantseerimine 

 

Registri pidamist rahastatakse riigieelarvest Riigi Infosüsteemi Ameti eelarve kaudu. 

 

§ 14. Registri likvideerimine  

 

Registri likvideerimine toimub seaduse alusel. Registri likvideerimisel otsustatakse andmete 

teise andmekogusse või avalikku arhiivi üleandmine või andmete hävitamisele kuulumine ja 

nende üleandmise või hävitamise tähtaeg. 

 

 

(allkirjastatud digitaalselt) 

 

Raul Siem (allkirjastatud digitaalselt) 

väliskaubandus- ja infotehnoloogiaminister  

 Ando Leppiman 

       kantsler 

 


